WÄRTSILÄ ICS VULNERABILITY MANAGEMENT
MANAGING AND MITIGATING CYBER SECURITY RISKS

1. SCOPING
Inventory screening for offering our services

2a. PATCH VALIDATION
Wärtsilä tests and validates security updates

2b. NO VALIDATION
Security updates are reported but not validated by Wärtsilä

3. VULNERABILITY ADVISORY
Wärtsilä delivers advisories on critical vulnerabilities

4. ONLINE
Wärtsilä personnel deploy security updates to devices remotely

5. GOVERNANCE
Status is reviewed in regular customer cyber governance meetings and internal technical meetings

YOUR BENEFITS
- Ensure that Wärtsilä provided equipment is secure
- Outsource the need for vulnerability tracking
- Obtain managed cyber security and mitigation processes
- Obtain auditable vulnerability management process
- Meet your regulatory and compliance requirements